**Zagrożenia występujące w Internecie**

Świat jest pełen przemocy i czyhających na człowieka wiele niebezpieczeństw.

Niestety Internet również może być zagrożeniem , szczególnie wtedy gdy nie zdajemy sobie sprawy na jakie ataki jesteśmy narażeni.

Posiada wiele zalet, umożliwia szybki dostęp do informacji oraz komunikację na odległość.

Oprócz wielu pozytywnych praktycznych i użytecznych aspektów, np.: poczta e-mail, e‑learning e-usługi, witryny WWW jako nieograniczone źródło informacji, Internet niesie również za sobą wiele zagrożeń.

Oto niektóre z zagrożeń , które mogą nas spotkać na co dzień w sieci.

1. Korzystając z poczty elektronicznej możemy otrzymywać nieoczekiwane e-maile reklamujące różnego typu produkty (spam). Do spamu często dołączane są załączniki z wirusami. Po otrzymaniu takiego e-maila należy go usunąć.
2. Również należy strzec się oszustów i naciągaczy. Niektórzy umieją przechwycić nasze hasła, wyczyścić nasze konto bankowe. Podawanie danych osobowych, przesyłanie swoich zdjęć i spotkania w cztery oczy mogą się źle skończyć.
3. Innym zagrożeniem są gry online , w których użytkownicy wcielają się w różne role. Uczestnicząc w takich grach można stracić zdolność odróżniania życia wirtualnego od realnego.
4. Częste i długie spędzanie czasu przed komputerem może doprowadzić do uzależnienia, które mogą mieć także negatywny wpływ na zdrowie człowieka taki jak wada postawy (schorzenia kręgosłupa), wada wzroku, nadmierna nerwowość, a w szczególnych przypadkach agresja, kłopoty z łaknieniem i snem.
5. Dzieci korzystające z Internetu mogą zaangażować się w działalność nielegalną lub pociągającą za sobą straty finansowe rodziców, kopiując filmy lub muzykę , mogą łamać prawo. Dzieci szczególnie są narażone na niebezpieczeństwo niepożądanego kontaktu. Rodzice i opiekunowie często nie kontrolują dostępu do wielu witryn internetowych i komunikatorów oraz portali społecznościowych. Internet stwarza wiele możliwości podszywania się pod inną osobę, co jest często wykorzystywane przez dorosłych w celu molestowania seksualnego dzieci. Co prawda odpowiednie służby zajmują się ściganiem takich osób poprzez sprawdzanie adresów IP użytkowników korzystający z pornograficznych stron w Internecie, ale nadal przestępczość wobec nieletnich jest wielkim zagrożeniem.
6. Aby tego uniknąć rodzic powinien zainstalować specjalne programy blokujące dostęp do nieodpowiednich treści oraz ograniczyć czas użytkowania komputera (co jest najgorsza karą dla dziecka).
7. Kolejnym zagrożeniem w Internecie są wirusy tworzone przez hakerów, a które np. niszczą oprogramowanie, wykradają hasła , zaburzają prace systemów operacyjnych, kasują, niszczą dane, nasze dokumenty, uniemożliwiają pracę na komputerze i stwarzają wiele innych zagrożeń dla komputera i użytkownika. Dlatego należy przestrzegać kilku podstawowych zasad tj. zaopatrzyć się w dobrego antywirusa, nie wchodzić na podejrzane strony, nie otwierać plików od nieznajomych , nie podawać haseł, szczegółów logowania, itd.
8. Innym zagrożeniem tak dla dorosłych jak i dzieci występującym w Internecie jest ogólnodostępność pornografii. Internet pozwala w łatwy sposób znaleźć filmy i zdjęcia o tematyce pornograficznej. Oglądanie pornografii zachęca do niewłaściwych zachowań seksualnych, które przyczyniają się np. do seksualnego wykorzystywania dzieci, fałszuje obraz kobiety i mężczyzny oraz zaniża poczucie własnej wartości.

Jak widać, Internet to niezwykły obiekt. Zachwycający nas swoją szybkością, jednocześnie przeraża obecnością zagrożeń.

Dlatego korzystajmy z niego z rozwagą pamiętając, że najważniejsza rzecz to bezpieczeństwo i umiar.
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